
 
 

 
Comune di San Giacomo Vercellese 

 

PROVINCIA DI  VERCELLI 
_____________ 

 
 
 

VERBALE DI DELIBERAZIONE 
DELLA GIUNTA COMUNALE N. 30 

DEL  02/10/2025 
 
 
OGGETTO: 
DEFINIZIONE DEGLI OBIETTIVI STRATEGICI IN MATERIA DI PROTEZIONE 
DELLE PERSONE FISICHE CON RIGUARDO AL TRATTAMENTO DEI DATI 
PERSONALI, NELL’AMBITO DELLE MISURE FINALIZZATE A DARE 
ATTUAZIONE ALLE DISPOSIZIONI DEL REGOLAMENTO UE 679/2016 – 
ANNO 2025. 
 
 
L’anno duemilaventicinque addì due del mese di ottobre alle ore 17:30 nella sala delle 
adunanze, previa l’osservanza di tutte le formalità prescritte dalla vigente normativa, sono stati 
per oggi convocati i componenti di questa Giunta Comunale, nelle persone dei Signori:  
 
 

Cognome e Nome Presente 
  
1. PANATTARO Roberto - Sindaco  Sì 

2. PANSARASA Patrizio - Assessore  Sì 

3. GEDDA Luigi - Assessore  Sì 

  

  

  
Totale Presenti: 3 
Totale Assenti: 0 

 
 
 
Con l’intervento e l’opera del Segretario Comunale dott. SCAGLIA Stefano il quale 

provvede alla redazione del presente verbale. 
 
Essendo legale il numero degli intervenuti il Sig. PANATTARO Roberto - Sindaco, 

assume la presidenza e dichiara aperta la seduta per la trattazione dell’oggetto sopra indicato. 
 

Copia 



 
IL RESPONSABILE DEL SERVIZIO 

 
 
Esaminata la proposta di deliberazione in oggetto indicata; 
 
Considerato che essa risulta, per quanto di competenza, regolare sotto l’aspetto tecnico; 
 
Esprime in merito PARERE TECNICO FAVOREVOLE,  ai sensi dell’art. 49 del D.Lgs. 267/2000 e 
ss.mm.; 
 
 
 Il Responsabile del Servizio 
                F.to: PANSARASA Patrizio 
   
 ___________________________ 
 
  

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 
IL SINDACO 

 
PREMESSO che la protezione delle persone fisiche con riguardo al trattamento dei dati di 
carattere personale é un diritto fondamentale e che l'articolo 8, paragrafo 1, della Carta dei 
diritti fondamentali dell'Unione europea («Carta») e l'articolo 16, paragrafo 1, del trattato sul 
funzionamento dell'Unione europea («TFUE») stabiliscono che ogni persona ha diritto alla 
protezione dei dati di carattere personale che la riguardano; 
 
CONSIDERATO che le persone fisiche devono avere il controllo dei dati personali che li 
riguardano e la certezza giuridica e operativa deve essere rafforzata tanto per le persone 
fisiche quanto per gli operatori economici e le autorità pubbliche, tenuto conto che la rapidità 
dell'evoluzione tecnologica e la globalizzazione comportano nuove sfide per la protezione dei 
dati personali in considerazione, in particolare, di quanto segue:  
 

 la portata della condivisione e della raccolta di dati personali è aumentata in modo 
significativo; 

 la tecnologia attuale consente tanto alle imprese private quanto alle autorità pubbliche 
di utilizzare dati personali, come mai in precedenza, nello svolgimento delle loro attività. 
Sempre più spesso, le persone fisiche rendono disponibili al pubblico su scala 
mondiale informazioni personali che li riguardano; 

 la tecnologia ha trasformato l'economia e le relazioni sociali e dovrebbe facilitare 
ancora di più la libera circolazione dei dati personali all'interno dell'Unione e il loro 
trasferimento verso paesi terzi e organizzazioni internazionali, garantendo al tempo 
stesso un elevato livello di protezione dei dati personali;  
 

TENUTO CONTO che tale evoluzione ha indotto l’Unione europea ad adottare il Regolamento 
(UE) 2016/679 relativo alla protezione delle persone fisiche con riguardo al trattamento dei 
dati personali, nonché alla libera circolazione di tali dati (di seguito solo “GDPR”); 

 
DATO ATTO che il GDPR, è diventa definitivamente applicabile in via diretta in tutti i Paesi UE 
a partire dal 25 maggio 2018 e che il Legislatore italiano, con il D.lgs 101/2018 ha coordinato 
le disposizioni vigenti in materia di protezione dei dati personali con le disposizioni recate dal 
regolamento (UE) 2016/679;  
 
RITENUTO che tale assetto normativo, anche in ragione del principio di 
“responsabilizzazione” contenuto nel GDPR rende necessario definire le politiche e gli obiettivi 
strategici da conseguire per garantire l’adeguamento; 
 
DATO ATTO che, sulla base del delineato quadro normativo, l’obiettivo di fondo del GDPR è 
la sicurezza del trattamento dei dati personali, programmando e pianificando gli interventi 
affinché i dati personali siano:  
 

a) trattati in modo lecito, corretto e trasparente nei confronti dell'interessato («liceità, 
correttezza e trasparenza»);  

b) raccolti per finalità determinate, esplicite e legittime, e successivamente trattati in modo 
che non sia incompatibile con tali finalità; un ulteriore trattamento dei dati personali ai 
fini di archiviazione nel pubblico interesse, di ricerca scientifica o storica o a fini 



statistici non è, conformemente all'articolo 89, paragrafo 1, considerato incompatibile 
con le finalità iniziali («limitazione della finalità»);  

c) adeguati, pertinenti e limitati a quanto necessario rispetto alle finalità per le quali sono 
trattati («minimizzazione dei dati»);  

d) esatti e, se necessario, aggiornati; devono essere adottate tutte le misure ragionevoli 
per cancellare o rettificare tempestivamente i dati inesatti rispetto alle finalità per le 
quali sono trattati («esattezza»); 

e) conservati in una forma che consenta l'identificazione degli interessati per un arco di 
tempo non superiore al conseguimento delle finalità per le quali sono trattati; i dati 
personali possono essere conservati per periodi più lunghi a condizione che siano 
trattati esclusivamente a fini di archiviazione nel pubblico interesse, di ricerca scientifica 
o storica o a fini statistici, conformemente all'articolo 89, paragrafo 1, fatto salvo 
l'adeguamento di misure tecniche e organizzative adeguate richieste dal presente 
GDPR a tutela dei diritti e delle libertà dell'interessato («limitazione della 
conservazione»);  

f) trattati in maniera da garantire un'adeguata sicurezza dei dati personali, compresa la 
protezione, mediante misure tecniche e organizzative adeguate, da trattamenti non 
autorizzati o illeciti e dalla perdita, dalla distruzione o dal danno accidentali («integrità e 
riservatezza»).  

 
VALUTATO che l’obiettivo di assicurare la sicurezza dei dati richiede di gestire efficacemente, 
e conformemente alle disposizioni del GDPR, il rischio di violazione dei dati derivante dal 
trattamento, per tale dovendosi intendere la violazione di sicurezza che comporta 
accidentalmente o in modo illecito la distruzione, la perdita, la modifica, la divulgazione non 
autorizzata o l'accesso ai dati personali trasmessi, conservati o comunque trattati e che, a tal 
fine, vadano definiti gli obiettivi correlati alla gestione del rischio; 
 
RITENUTO, pertanto, di includere, negli obiettivi strategici che il titolare intende perseguire per 
l’anno 2025 anche l’adozione di un apposito Piano di protezione dei dati personali e di 
gestione del rischio di violazione de dato personale che richiami le misure di protezione dei 
dati che l’amministrazione adotta per attuare i principi del GDPR; 
 
RILEVATO che l’istruttoria strumentale all’adozione della presente deliberazione non ha 
evidenziato nessuna situazione di conflitto di interessi, nemmeno potenziale, in capo ai 
soggetti coinvolti;  
 
RICONOSCIUTA la competenza della Giunta Comunale a decidere, ai sensi e per gli effetti 
dell’art. 48, D.Lgs. 267/2000 e ss.mm.ii. ; 
 
VISTI : 

- lo Statuto Comunale; 
- il Regolamento di organizzazione degli uffici e dei servizi; 
- il D.Lgs. 267/2000; 
- la Legge 241/1990; 
- il D.Lgs. 165/2001 e ss.mm.ii.; 
- il D.Lgs. 33/2013; 
- il D.Lgs. 196/2003; 
- il Regolamento (UE) n. 679/2016; 
 

 



 
PROPONE 

 
1. Di approvare quanto espresso in narrativa che, quale parte integrante e sostanziale del 

seguente provvedimento, ne costituisce idoneo supporto motivazionale, ai sensi e per 
gli effetti dell’art.3, L.241/1990 e ss.mm.ii.; 
 

2. Di definire i seguenti obiettivi strategici in materia di protezione delle persone fisiche 
con riguardo al trattamento dei dati personali, al fine del loro recepimento e 
conseguente declinazione nei vari documenti di programmazione strategico-gestionale: 

 
OBIETTIVI 

STRATEGICI 
OBIETTIVI OPERATIVI 

OBIETTIVO OPERATIVO n. 1 
Tenuto conto della natura, dell'ambito di applicazione, del contesto e 
delle finalità del trattamento, nonché dei rischi aventi probabilità e 
gravità diverse per i diritti e le libertà delle persone fisiche, adottare 
le misure di adeguamento gestionale, documentale, organizzativo e 
procedurale nonchè di aggiornamento delle conoscenze e 
competenze che si rivelino funzionali a garantire la conformità del 
trattamento al GDPR e, mettere in atto misure di sicurezza 
logistiche, tecniche informatiche, procedurali ed organizzative 
adeguate per garantire, ed essere in grado di dimostrare, che il 
trattamento è effettuato conformemente al GDPR, istituendo e 
tenendo  costantemente aggiornati i Registri delle attività e delle 
categorie di trattamento.  

AREA STRATEGICA: 
Servizi istituzionali, 
generali e di gestione  
 
MISSION:  
Le persone e i loro 
diritti di libertà al centro 
dei 
servizi pubblici 
 
VISION: 
Tutela dei diritti e delle 
libertà delle persone 
fisiche  
 
OBIETTIVO 
STRATEGICO: 
Garantire la protezione 
delle persone fisiche 
con riguardo al 
trattamento dei dati 
personali 
 

 
OBIETTIVO OPERATIVO n. 2 
Elaborare e attuare un Piano di protezione dei dati e di gestione del 
rischio di violazione (PPD) e documentare, secondo il principio di 
tracciabilità documentale, come le opzioni di trattamento individuate 
sono state attuate, integrando la protezione dei diritti e delle libertà 
fondamentali delle persone fisiche, in particolare il diritto alla 
protezione dei dati personali,  secondo le disposizioni del GDPR, 
nella gestione di tutti i processi gestionali, implementando la cultura 
della sicurezza nel contesto interno ed esterno dell’organizzazione, 
provvedendo, altresì, alla designazione del Responsabile della 
Protezione dei Dati (RPD). 

 
3. Di disporre che gli obiettivi sopra indicati vengano inseriti nella Nota di aggiornamento 

al del DUPSS 2025/2027, Sezione Strategica Missione 01 - Servizi istituzionali, 
generali e di gestione e Sezione operativa, Programma 01.02 Segreteria Generale; 
 

4. Di demandare al Responsabile dell’Ufficio AA.GG. ogni successivo adempimento 
gestionale e contrattuale conseguente al presente atto;  

 
5. Di trasmettere copia del presente provvedimento al competente Responsabile del 

Servizio, per l’opportuna conoscenza;  
 



6. Di disporre che al presente provvedimento venga assicurata: 
a. la pubblicità legale con pubblicazione all’Albo Pretorio; 
b. la trasparenza mediante la pubblicazione sul sito web istituzionale, secondo 

criteri di facile accessibilità, completezza e semplicità di consultazione nella 
partizione denominata AMMINISTRAZIONE TRASPARENTE, sezione di primo 
livello DISPOSIZIONI GENERALI sezione di secondo livello ATTI GENERALI; 

 
7. Di pubblicare la presente deliberazione in ottemperanza ai principi di trasparenza e 

pubblicità di cui al D.Lgs. 33/2013 e ss.mm.ii.; 
 

 
LA GIUNTA COMUNALE 

 
 
Udita la relazione del Sindaco; 
 
Esaminata la suestesa proposta di deliberazione; 
 
Visto il parere favorevole in ordine alla regolarità tecnica espresso dal responsabile del 
servizio; 
 
Con voti unanimi FAVOREVOLI espressi palesemente; 
 

DELIBERA 
 

Di approvare la presente proposta di deliberazione così come formulata dal Sindaco; 
 
Successivamente, su proposta dello stesso Sindaco, la Giunta delibera, a voti unanimi 
favorevoli resi palesemente, di dichiarare la presente deliberazione immediatamente 
eseguibile ai sensi dell’art. 134, comma 4, del D.Lgs. n. 267/2000. 
 
 

 
 

 



Letto, confermato e sottoscritto. 
 

Il Sindaco 
F.to:  PANATTARO Roberto  

 
       ………………………………………. 

Il Segretario Comunale 
F.to: SCAGLIA Stefano  

 
…………………………………………… 

 
 

CERTIFICATO DI PUBBLICAZIONE 
 
La presente deliberazione viene pubblicata in copia all’Albo Pretorio digitale per 15 giorni 
consecutivi, ai sensi dell’art. 124, 1° comma del D.Lgs. 18 agosto 2000, n. 267. 
 

 
 San Giacomo V.se, lì 30/10/2025  
 

L’Incaricato Comunale 
F.to: QUERCIOLI Simona 

 
…………………………………….. 

 
 

COMUNICAZIONE AI CAPIGRUPPO CONSILIARI 
 

Il sottoscritto Segretario Comunale attesta che la presente deliberazione viene comunicata in 
elenco il primo giorno di pubblicazione, ai Capigruppo Consiliari, ai sensi dell’art. 125  del D.Lgs. 
18 agosto 2000, n. 267. 
 

 
San Giacomo V.se, li 30/10/2025  Il Segretario Comunale 

F.to: SCAGLIA Stefano 
 

  ……………………………………… 

 
 

DICHIARAZIONE DI ESECUTIVITA’ 
 

DIVENUTA ESECUTIVA IN DATA   
 

 
 Decorsi 10 giorni dalla pubblicazione (art. 134, 3° comma, D.Lgs. 18 agosto 2000, n. 267) 
 
                                                                                                
San Giacomo V.se, li   
 

                                                                                                  Il Segretario Comunale 
                                                                                                  SCAGLIA Stefano 

 
                                                                                                    ……………………………………… 

 
 
Copia conforme all'originale in carta libera per uso amministrativo.                    
lì, ___________________ Il Segretario Comunale 

 


